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Mode Standard

Client Tool Remythx

Main Source File Futures.Sol

DETECTED VULNERABILITIES

HIGH MEDIUM LOW

0 0 1

ISSUES

LOW

SWC-113

Multiple calls are executed in the same transaction.
This call is executed following another call within the same transaction. It is possible that the call never gets executed if a prior call fails permanently. This might be caused intentionally
by a malicious callee. If possible, refactor the code such that each transaction only executes one external call or make sure that all callees can be trusted (i.e. they’re part of your own
codebase).

Source file

Futures.sol

Locations

 

//treasury setup 

collateralTreasury = ITreasury(registry.collateralTreasuryAddress()); 

collateralBufferPool = ITreasury(registry.collateralBufferAddress());  

885

886

887

888


